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We’ve listened to you



Support process with 
different priority levels

Request for assistance through your dedicated address: 
Investia@solulan.com

P1 (Critical): Cyberattack or cyberincident (1 h)

P2 (High): Interruption of services for a cybersecurity solution (4 h)

P3 (Medium): Problem with a cybersecurity product (3 d)

P4 (Normal): Any non-cybersecurity issues (9 d)

P5 (Low): Consultation, question or request for information (15 d)

If the volume is beyond manageable, we will adjust 
accordingly! 

mailto:nInvestia@solulan.com


Cybersecurity tools offered 

• MDR (Endpoint Detection and Response) SentinelOne + SOC 

• Real-time monitoring, scanning, and protection of your computer with 
alerting support from cybersecurity analysts

• Password Vault (Keeper)

• Enhanced security: Use strong and complex passwords for each of 
your logins

• Ease: Synchronize your passwords across all your devices

• VPN (NordLayer)

• Enhanced security: Ensure the security of your connection, even on 
public/unsecured networks

• Confidentiality: Prevent interception of your information with 
encryption



PROMOTION 

Solulan will install the tools free 
of charge until March 31

+

3 months free offered by Investia 
(MDR)



Actual case
without the proper tools



Actual case
with the proper tools



Self-assessment
- Close to 500 assessments completed
- Average score: 61%
- Most were aware of the solutions/procedures, but few had 
solutions in place

The assessment will be sent again:
• To all those who have not completed it;
• To people who have not yet done so;
• To new Representatives;
• To Representatives’ administrative staff (assistants).



Contact our team! 
Investia@solulan.com

Points to remember:
• Free installation for products until March 31
• 3 months free for the MDR tool
• The self-assessment will be sent again – don’t forget to 

complete it!  
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